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ABSTRACT 

 

Patient data security is very important for doctors and patients. Abuse from 

irresponsible parties to change or steal patient data can be avoided by requiring a 

mechanism to secure data in the medical record system using encryption techniques 

in the database. In this research, the RSA cryptographic algorithm method was used 

to secure patient medical record data which contains notes and documents 

regarding patient identity, disease diagnosis, treatment, procedures and other 

services. RSA is an asymmetric cryptographic algorithm that uses a pair of keys, 

namely a public key and a private key. The security of the RSA algorithm lies in the 

difficulty of factoring prime numbers. The results of this research are a website-

based medical record system that can help the Red and White Clinic to improve the 

security of patient medical record data. 
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