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ABSTRACT 

The security of data is a very important issue and must be kept confidential so that it is not 

known by irresponsible parties, including sales data. The sales data in question includes prices, 

names of goods and other confidential data. The aim of this research is to create a system that 

can solve data security problems by encrypting and decrypting sales data. The method used to 

secure sales data uses the 128 Bit AES (Advanced Encryption Standard) algorithm. The results 

of this research are sales data that is encrypted in ciphertext form and can be decrypted back 

into the original plaintext file. 
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